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1 Copies may be obtained, at cost, from the 
National Technical Information Service 
(NTIS), 5285 Port Royal Road, Springfield, 
VA 22161. 

8. IN-TRANSIT SECURITY 

a. Fact that a shipment is going to take 
place. 

b. Specific means of protecting shipments. 
c. Number and size of packages. 
d. Mobile operating and communications 

procedures that could be exploited by an ad-
versary. 

e. Information on mode, routing, protec-
tion, communications, and operations that 
must be shared with law enforcement or 
other civil agencies, but not visible to the 
public. 

f. Description and specifications of trans-
port vehicle compartments or security sys-
tems not visible to the public. 

9. INFORMATION ON NUCLEAR WEAPON STOCK-
PILE AND STORAGE REQUIREMENT, NUCLEAR 
WEAPON DESTRUCTION AND DISABLEMENT 
SYSTEMS, AND NUCLEAR WEAPONS PHYSICAL 
CHARACTERISTICS 

Refer to CG-W-5 for guidance about the 
physical protection of information on nu-
clear weapon stockpile and storage require-
ments, nuclear weapon destruction and dis-
ablement systems, and nuclear weapon phys-
ical characteristics that may, under certain 
circumstances, be unclassified. Such infor-
mation meets the adverse effects test shall 
be protected as DoD UCNI. 

PART 224—DoD COMMITTEE 
MANAGEMENT PROGRAM 

Sec. 
224.1 Purpose. 
224.2 Applicability. 
224.3 Definitions. 
224.4 Policy. 
224.5 Responsibilities. 

AUTHORITY: 10 U.S.C. 137. 

SOURCE: 55 FR 5002, Feb. 13, 1990, unless 
otherwise noted. 

§ 224.1 Purpose. 
This part: 
(a) Revises 32 CFR part 224 and up-

dates the policy, procedures, and re-
sponsibilities for the Department of 
Defense (DoD) Committee Management 
Program. 

(b) Excludes Federal advisory com-
mittees from coverage under this part. 
They shall be established and adminis-
tered in accordance with the provisions 
of DoD Directive 5105.4.1 

§ 224.2 Applicability. 
This Directive applies to the Office of 

the Secretary of Defense (OSD), the 
Military Departments, the Joint Chiefs 
of Staff (JCS) and Joint Staff, the Uni-
fied and Specified Commands, the De-
fense Agencies, and the DoD Field Ac-
tivities (hereafter referred to collec-
tively as ‘‘DoD Components’’). 

§ 224.3 Definitions. 
(a) Heads of OSD Organizations. The 

Under Secretaries of Defense; Assistant 
Secretaries of Defense; Director of De-
fense Research and Engineering; DoD 
Comptroller; DoD General Counsel; 
DoD Inspector General; Director, Oper-
ational Test and Evaluation; Assist-
ants to the Secretary of Defense; and, 
the Director, Administration and Man-
agement. 

(b) Committee. A body of persons with 
a collective responsibility appointed to 
consider, investigate, advise, take ac-
tion, and report on specific problems or 
subject areas. The prime characteris-
tics of committees are their corporate 
and collective responsibility, and their 
permanent or ongoing (versus ad hoc) 
nature. The term ‘‘committee’’ applies 
to any committee, board, commission, 
council, conference, panel, task force, 
or other similar group or any sub-
committee or sub-group thereof that is 
composed of officials of the U.S. or a 
foreign government, and is established 
by the direction of the DoD Component 
Head. 

(1) Operational Committee. One whose 
primary functions and responsibilities 
are operational, rather than advisory. 

(2) Interagency Committee. Any com-
mittee composed wholly of representa-
tives from two or more U.S. Govern-
ment agencies. 

(3) International Committee. Any com-
mittee established by formal agree-
ment between the United States and 
the government of another country or 
countries or by an international body 
in which the United States partici-
pates. 

(4) Intra-Component Committee. Any 
committee composed wholly of rep-
resentatives from one DoD Component. 

(5) Joint DoD Committee. Any com-
mittee composed wholly of DoD rep-
resentatives from two or more DoD 
Components. 
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